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Symmetric Cryptography

Fast, secure and efficient symmetric cryptographic schemes for resource constraint devices

New Elliptic curves defined over more than 512 bit prime field sizes for
cryptography
Quantum resistant elliptic curves of isogeny class for cryptography

Development of quantum resistant cryptography

Asymmetric Cryptography

Development of post qu: m cryptography (Lattices, code-based, multivariate, hash-based cryptographic
schemes)
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evelopment of resilient cryptography based critical infrastructures for
loT environments
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Cryptography for ultra security sensitive
applications

chemes and Keys Management Protocols
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